Adding Additional Authentication Device

Please login to Duo Device Management portal or Self Service Portal and authenticate using your NVIDIA Username and Password.
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Please choose any of the Authentication method:

![Choose Authentication Method]

Once authenticated you will get “My Devices and Settings” screen, click “Add another device” option:
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Choose appropriate Device type based on your requirement Mobile Phone (Push/SMS/Call/Passcode authentication), Tablet (Push/Passcode authentication for Wi-Fi Only devices), Landline (For only Phone Call authentication method use).
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Note: Please don’t choose U2F token option as U2F tokens are not useful for Cisco VPN login.
Follow the instruction set below corresponding to the option you chose: mobile phone or tablet, landline.

**Mobile phone or Tablet**

1. (Mobile phone option only) Select your country from the dropdown list and type in your phone number. Be sure to use the number of the mobile phone that you’ll have with you when logging into a Duo-protected application.

2. (Mobile phone option only) Confirm that you entered your number correctly by checking the box; then, click **Continue**.

3. Choose your mobile device’s operating system and click **Continue**.

4. Install the Duo Mobile app on your device following the directions provided by the Duo webpage.

5. Once installed, open the application on your mobile device.
6. After accepting the License Agreement, return to your web browser and click **I have Duo Mobile installed**.

7. Within the Duo Mobile app, click **Add Account**.

8. Activate Duo Mobile by scanning the barcode on the web browser using the app’s built-in barcode scanner via your smartphone’s camera. When you successfully scan the barcode, a green checkmark will appear.

9. Click the **Continue** button on the web browser.

**Note:** Having trouble scanning the barcode? Click on “**Or, have an activation link emailed to you instead.**” and Duo will send you an activation link on email.
10. **Recommended feature**: Please choose “Automatically send this device a Duo Push” option from Drop-down.

**NOTE**: Please don’t set the option to “Automatically call this option” as Cisco AnyConnect will by Default sends Duo Push if you have Duo Mobile App installed or if you have Push Capable device.
11. Congratulations!!! Your device is ready to approve Duo authentication requests. Your device enrolment process is completed, kindly login to VPN using Cisco AnyConnect client.
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12. (For Tablet Option Only) Select the Tablet option and Click “Continue”.

13. Select the Operating System on Tablet.
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14. Install the Duo Mobile app on your device following the directions provided by the Duo webpage.
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15. Once installed, open the application on your mobile device.
16. After accepting the License Agreement, return to your web browser and click I have Duo Mobile installed.

17. Within the Duo Mobile app, click Add Account.

15. Activate Duo Mobile by scanning the barcode on the web browser using the app’s built-in barcode scanner via your smartphone’s camera. When you successfully scan the barcode, a green checkmark will appear.

16. Click the Continue button on the web browser.

Note: Having trouble scanning the barcode? Click the Having problems? link on Duo Mobile and Duo will send you an activation link instead.
17. As a **Recommended feature**: Please choose “**Automatically send this device a Duo Push**” option from Drop-down.

**Landline**

1. **Select your country** from the dropdown list and enter in your phone number. Use the number of your landline phone that you’ll have with you when logging in to a Duo-protected application. Next, if applicable, enter in your extension.

2. **Confirm that you entered your number correctly** by checking the box; then, click **Continue**.
3. Verify ownership of the phone number you entered by clicking Call me.

4. Duo will call you and provide a 6-digit verification code. Enter in the verification code and click Verify.

5. After verifying your phone number, click Continue.

6. **Recommended Feature** - If this is the device you’ll use most often with Duo then you have to choose option “When I Log in: Automatically call this device” from Drop-down.
   
   With this option set, Duo automatically calls your phone to authenticate once you log in to a protected application, saving you time during the authentication process.

7. Congratulations!!! Your landline phone is ready to approve Duo authentication requests
Please use below format in password option in Cisco AnyConnect for getting Duo Push on second device.

"Password,Push2"

Please use below format in Cisco AnyConnect for getting Phone Call on second device

"Password,Phone2"

**Note:** For getting sms on your secondary device you can use "Password,sms2"